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STATE EMPLOYEE GROUP INSURANCE PROGRAM (SEGIP) - 
HEALTH PLANS 

NOTICE OF PRIVACY PRACTICES 
Effective date: September 23, 2013 
Reissue date: December 23, 2024 

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED AND HOW 
YOU CAN GET ACCESS TO THIS INFORMATION. REVIEW IT CAREFULLY. 

A. Introduction  

The State of Minnesota sponsors the State Employee Group Insurance Program (SEGIP) for its employees. SEGIP 
contains several health plan components, described below (the Plan). SEGIP is required by federal law to provide 
You this Notice of the Plan’s privacy practices and related legal duties and of Your rights in connection with the 
use and disclosure of Your protected health information (PHI). Carefully review this Notice to understand Your 
individual rights and the ways that the Plan protects Your privacy. 

PHI is defined by the Health Insurance Portability and Accountability Act of 1996 (“HIPAA”) and its regulations 
(the “Privacy Rule”). PHI generally means individually identifiable health information that is created or received 
by a covered entity, including the Plan, in any form or media, including electronic, paper, and oral. Individually 
identifiable health information includes demographic data, that relates to an individual’s past, present or future 
physical or mental health or condition, the provision of health care to an individual, or the past, present, or 
future payment for the provision of health care to an individual, and that identifies the individual or for which 
there is a reasonable basis to believe it can be used to identify the individual. For purposes of the Plan and this 
Notice, PHI includes information related to the medical claims that are submitted to the Plan about You, and 
information about the payment of those claims. 

While this Notice is in effect, the Plan must follow the privacy practice described. The Plan reserves the right to 
change its privacy practices and the terms of this Notice at any time, provided that applicable law permits such 
changes. The Plan also reserves the right to make such changes effective for all PHI that the Plan maintains, 
including information created or received before the changes were made. 

This Notice applies to all PHI the Plan maintains. Your personal doctor or health care Provider may have different 
policies or notices regarding the doctor’s use and disclosure of Your medical information created in the doctor’s 
office or clinic. 
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You may have additional rights under state law. State laws that provide greater privacy protection or broader 
privacy rights will continue to apply, including the Minnesota Government Data Practices Act detailed in Section 
XIX below. 

B. Health Plans covered by this Notice 

This Notice describes the privacy practices of the group health plans listed here and together these plans are 
collectively referred to as the “Plan” for purposes of this Notice. Each of these plans is independent of one 
another. This Notice will apply to the extent that You participate in each separate plan. Minnesota Management 
and Budget / SEGIP contracts with internal and external entities to perform the work of each of these plans. In 
accordance with HIPAA, they may share PHI for the Treatment, payment, and health care operations. Each entity 
is required to agree to additional terms and conditions to protect Your PHI. 

Name of Plan Plan 
Administrator 

Contracted Administrators 

The Minnesota Advantage Health Plan SEGIP Blue Cross and Blue Shield of Minnesota, Blue Cross 
and Blue Shield of Minnesota PPO 

HealthPartners, HealthPartners PPO 

Pharmacy benefit claims through CVS Caremark 

The Advantage High Deductible Health Plan SEGIP Blue Cross and Blue Shield of Minnesota, Blue Cross 
and Blue Shield of Minnesota PPO 

HealthPartners, HealthPartners PPO 

Pharmacy benefit claims through CVS Caremark 

HealthPartners Dental Plan SEGIP HealthPartners 

The State Dental Plan SEGIP Delta Dental 

Flexible Benefits Accounts SEGIP Benefit Resource Inc 

Wellness Program SEGIP WebMD 

Vision Plan SEGIP Blue Cross Vision, partnered with Davis Vision 
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C. The Plan’s Rights and Obligations 

1. The Plan is required by law to maintain the privacy and security of PHI. 
2. The Plan is required by law to provide individuals with notice of the Plan’s legal duties and privacy 

practices with respect to PHI. 
3. The Plan is required to notify affected individuals of a breach of unsecured PHI. 
4. The Plan is required to abide by the terms of the privacy practices described in this Notice. These privacy 

practices will remain in effect until the Plan replaces or modifies them. 
5. The Plan reserves the right to change its privacy practices and the terms of this Notice at any time, 

provided that the change is permitted by law. The Plan reserves the right to have such a change affect 
all PHI it maintains, including PHI it received or created before the change. When the Plan makes a 
material change in its privacy practices, it will revise this Notice and post it at mn.gov/mmb/segip by the 
effective date of the material change and the Plan will provide the revised Notice, or information about 
the material change and how to obtain the revised Notice, in the next annual mailing to participants. 

D. Uses and Disclosures of Your Protected Health Information 

To protect the privacy of Your PHI, the Plan not only guards the physical security of Your PHI, but also limits the 
way Your PHI is used or disclosed to others. The Plan may use or disclose Your PHI in certain permissible ways, 
including the uses and disclosures described below. To the extent required by HIPAA, only the minimum amount 
of Your PHI necessary to perform these tasks will be used or disclosed. The following categories describe the 
different ways that the Plan uses and discloses your PHI. Not every use or disclosure within category is listed, but 
all uses and disclosures fall into one of the following categories. 

1. Your authorization. Except as outlined below, the Plan will not use or disclose Your PHI unless You have 
signed a form authorizing the use or disclosure. You may give the Plan written authorization to use your 
PHI or to disclose it to anyone for any purpose. You have the right to revoke that authorization in writing 
and the Plan will stop using or disclosing Your PHI in accordance with that authorization except to the 
extent that the Plan has taken action in reliance upon the authorization. In addition, the Plan is required 
to obtain Your authorization under the following circumstances: 

a. Psychotherapy Notes. Most uses and disclosures of psychotherapy notes will require Your 
authorization. 

b. Marketing. Uses and disclosures of PHI which result in the Plan receiving financial payment from 
a third party whose product or services is being marketed will require Your authorization. 

c. Sale of PHI. Disclosures that constitute a sale of PHI will require Your authorization. 

2. Payment. The Plan may use and disclose PHI about You for all activities that are included within the 
definition of “payment” under the Privacy Rule, such as determining Your eligibility for Plan benefits, the 
eligibility of Your dependents, facilitating payment for Treatment and health care services You receive, 
determining benefit responsibility under The Plan, coordinating benefits with other Plans, or 
determining medical necessity. The Plan will also provide Your PHI to the extent necessary to provide 

https://mn.gov/mmb./segip
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required coverage for Your former spouse. The definition of “payment” includes many more items, refer 
to the Privacy Rule for a complete list. 

3. Health care operations. The Plan may use and disclose PHI about You for health care operations. These 
uses and disclosures are necessary to operate the Plan. This may include developing quality 
improvement programs, conducting pilot projects, developing new programs, as well as cost 
management purposes 

The definition of “health care operation” includes many more items, refer to the Privacy Rule for a 
complete list. 

The Plan will not sell your PHI. The Plan will not set Your premium or conduct underwriting for Your 
coverage using Your PHI. The Plan will not use Your genetic information for underwriting purposes. Plan 
Members are required to verify the eligibility of their dependents. 

4. Treatment. The Plan does not provide Treatment. The Plan may use or disclose PHI for Treatment 
purposes. This includes helping Providers coordinate your healthcare. For example, a doctor may 
contact The Plan to ensure You have coverage or, in an emergency situation, to learn who are Your 
other Providers or to contact Your family members if You are unable to provide this information. 

5. Disclosures to the Plan Sponsor (Your Employer). The State of Minnesota, or your participating 
employer, is the Plan Sponsor. The Plan may disclose Your PHI to them to the extent necessary to 
administer the Plan. These disclosures may be made only to designated personnel at the administrative 
units of the Employer, usually the benefits department or Your Human Resources department, and will 
be limited to the disclosures necessary for Plan administration functions. Generally, this will include 
enrollment and billing information. These individuals will protect the privacy of Your PHI and will ensure 
that it is only used as described in this Notice and as permitted by law. Your PHI will not be used by the 
Employer for any employment-related actions or decisions or in connection with any other benefit plan 
offered by the Employer. 

6. Sponsored health plan programs. The Plan may use or disclose Your PHI to a HIPAA-covered health care 
Provider, health plan, or health care clearinghouse, in connection with their Treatment, payment, or 
health care operations. 

7. Communications about product, service, and benefits. The Plan may use and disclose Your PHI to tell 
You about possible medical Treatment options, programs, or alternatives, or to tell You about health-
related products or services, including payment or coverage for such products or services, that may be 
of interest to You, provided the Plan does not receive financial remuneration for making such 
communications. The Plan may also use Your PHI to contact You with information about benefits under 
the Plan, including certain communications about Plan Networks, health plan changes, and services or 
products specifically related to a health condition You may have. The Plan may use and disclose Your PHI 
to contact You to provide reminders, such as annual check-ups, or information about Treatment 
alternatives or other health related benefits and services that may be of interest to You. 
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8. Communications with individuals involved in Your Treatment and/or Plan payment. Although the Plan 
will generally communicate directly with You about Your claims and other Plan related matters that 
involve Your PHI, there may be instances when it is more appropriate to communicate about these 
matters with other individuals about Your health care or payment. This may include family, relatives, or 
close personal friends (or anyone else you may choose to designate). 

With Your authorization, the Plan may use or disclose Your PHI to a relative or other individual who You 
have identified as being involved in Your health care that is directly relevant to their involvement in 
these matters. If You are not present, the Plan’s disclosure will be limited to the PHI that directly relates 
to the individual’s involvement in Your health care. The Plan may also make such disclosures to these 
persons if: (i) You are given the opportunity to object to the disclosures and do not do so. This verbal 
permission will only cover a single encounter and is not a substitute for a written authorization; or (ii) if 
the Plan reasonably infers from the circumstances that You do not object to disclose to these persons, 
such as if You are not present or are unable to give Your permission and the Plan determines (based on 
its professional judgment) that the use or disclosure is in Your best interest. The Plan will not need Your 
written authorization to disclose Your PHI when, for example, You are attempting to resolve a claims 
dispute with the Plan and You orally inform the Plan that Your spouse will call the Plan for additional 
discussion relevant to these matters. The Plan may also provide limited PHI to Your former spouse to the 
extent reasonably required to continue Your former spouse on Your Plan, including information related 
to cost, payment, benefits, and the coverage of any joint children. 

The Plan may also use or disclose Your name, location, and general condition (or death) to notify, or 
help to notify, persons involved in Your care about Your situation. If You are incapacitated or in an 
emergency, the Plan may disclose Your PHI to persons it reasonably believes to be involved in Your care 
(or payment) if it determines that the disclosure is in Your best interest. 

9. Research. The Plan may use or disclose PHI for research purposes, provided that the researcher follows 
certain procedures to protect Your privacy. To the extent it is required by State law, The Plan will obtain 
Your consent for a disclosure for research purposes. 

10. De Identified Data. The Plan may create a collection of information that can no longer be traced back to 
You. This information does not contain individually identifying information. 

11. Business Associates. The Plan may disclose Your PHI to a “business associate.” The Plan’s business 
associates are the individuals and entities the Plan engages to perform various duties on behalf of the 
Plan, or to provide services to the Plan. For example, the Plan’s business associates might provide claims 
management services or utilization reviews. Business associates are permitted to receive, create, 
maintain, use, or disclose PHI, but only as provided in the Privacy Rule, and only after agreeing in writing 
to appropriately safeguard Your PHI pursuant to a business associate agreement. 

12. Other Uses and Disclosures. The Plan may make certain other uses and disclosures of Your PHI without 
Your authorization: 
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a. The Plan may use or disclose Your PHI for any purpose required by federal, state, or local law. For 
example, The Plan may be required by law to use or disclose Your PHI to respond to a court order, 
subject to further restrictions specified in this Notice below. 

b. The Plan may disclose Your PHI in the course of a judicial or administrative proceeding (for example, 
to respond to a subpoena or discovery request, subject to further restrictions specified in this Notice 
below.) 

c. The Plan may use or disclose Your PHI for public health activities that are permitted or required by 
law, including reporting of disease, injury, birth, and death, and for public health investigations. 

d. The Plan may disclose Your PHI to a public or private organization authorized to assist in disaster 
relief efforts. The Plan may use or disclose Your PHI to help notify a relative or other individual who 
is responsible for Your health care, of your location, general condition, or death. In such situations, if 
You are present and able to give Your verbal permission, the Plan will only use or disclose Your PHI 
with Your permission. This verbal permission will only cover a single encounter and is not a 
substitute for a written authorization. If You are not present or are unable to give Your permission, 
the Plan will use or disclose Your PHI only if it determines (based on its professional judgment) that 
the use or disclosure is in Your best interest. 

e. The Plan may disclose Your PHI to a health oversight agency for activities authorized by law. The 
relevant agencies include governmental units that oversee or monitor the health care system, 
government benefit and regulatory programs, and compliance with civil rights laws. The relevant 
activities include conducting audits, investigations, or civil or criminal proceedings. 

f. Under limited circumstances (such as required reporting laws or in response to a grand jury 
subpoena), the Plan may disclose Your PHI to the appropriate law enforcement officials for law 
enforcement purposes subject to further restrictions specified in this Notice below.  

g. The Plan may disclose Your PHI to coroners, medical examiners, and funeral directors as necessary 
for them to carry out their duties, subject to further restrictions specified in this Notice below. If You 
are an organ donor, the Plan may disclose Your PHI to organ procurement or organ, eye, or tissue 
transplantation organizations, as necessary to facilitate organ or tissue donation and 
transplantation. 

h. The Plan may use or disclose Your PHI to avert a serious threat to Your health or safety, or to the 
health and safety of others. Any such disclosure will be made to someone who would be able to 
help prevent the threat. 

i. The Plan may disclose Your PHI, if You are in the Armed Forces, for activities deemed necessary by 
appropriate military command authorities, for determination of benefit eligibility by the Department 
of Veterans Affairs, or to foreign military authorities if You are a Member of that foreign military 
service. The Plan may disclose Your PHI to authorized federal officials for conducting national 
security and intelligence activities (including for the provision of protective services to the President 
of the United States) or to the Department of State to make medical suitability determinations. If 
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You are an inmate at a correctional institution, then under certain circumstances the Plan may 
disclose Your PHI to the correctional institution. 

j. The Plan may disclose Your PHI to the extent necessary to comply with laws concerning workers’ 
compensation or to comply with similar programs that are established by law and provide benefits 
for work-related injuries or Illness. 

k. The Plan may disclose Your PHI, consistent with applicable federal and state laws, if the Plan 
believes that You have been a victim of abuse, neglect, or domestic violence. Such disclosure will be 
made to the governmental entity or agency authorized to receive such information. 

l. The Plan will disclose Your PHI to the Secretary of the Department of Health and Human Services, 
when required to do so, to enable the Secretary to investigate or determine the Plan’s compliance 
with HIPAA and the Privacy Rule. 

13. Additional Privacy for Reproductive Health Care. Federal law prohibits the Plan from using or disclosing 
Your information when it is being sought to investigate or impose liability on You, health care providers, 
or others who seek, obtain, provide, or facilitate lawful reproductive health care, or to identify persons 
for such activities. This prohibition applies where the Plan, or others acting on the Plan’s behalf, have 
reasonably determined that: 

a. The reproductive health care is lawful under the law of the state in which it was provided under the 
circumstances in which it was provided. For example, if a resident of one state traveled to another 
state to receive reproductive health care, such as an abortion, that is lawful in the state where such 
health care is provided; or 

b. The reproductive health care is protected, required, or authorized by Federal law, including the U.S. 
Constitution, regardless of the state in which such health care is provided. For example, if the use of 
the reproductive health care, such as contraception, is protected by the Constitution; or 

c. The reproductive health care was presumed to be lawful. However, if the Plan receives a request for 
Your information, and the Plan has actual knowledge that the reproductive health care was not 
lawful under the circumstances under which it was provided to You, this presumption does not apply. 
For example, if You tell the Plan that You received reproductive health care from an unlicensed 
person and the Plan knows that the specific reproductive health care must be provided by a licensed 
health care provider.  

When the Plan receives a request for Your information potentially related to reproductive health care, 
the Plan must obtain a signed attestation from the requester that the use or disclosure is not for a 
prohibited purpose when the request relates to health oversight activities, judicial and administrative 
proceedings, law enforcement purposes, and disclosures to coroners and medical examiners. For 
example, if the Plan receives a lawful subpoena for medical records that include information related to 
reproductive health care, the Plan must obtain a signed attestation from the requester that states the 
request is not for a prohibited purpose. 
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14. Additional Privacy for Substance Use Disorder (SUD) Treatment. Although the Plan is not a SUD 
treatment program, the Plan may receive information from a SUD program about Your treatment. The 
Plan will not disclose this information to be used in a civil, criminal, administrative, or legislative 
proceeding against You unless: (i) You provide Your written consent; or (ii) the Plan receives a court 
order accompanied by a subpoena or other legal requirement compelling its disclosure and You were 
given notice and an opportunity to respond to such court order. In addition, if the Plan uses this 
information to raise funds for the Plan’s benefit, the Plan must first provide You with a clear and 
conspicuous opportunity to elect not to receive any fundraising communications. 

E. Your rights regarding Your Protected Health Information 

You have the following rights relating to Your PHI: 

1. Right to access, inspect, and copy. You have the right to look at or get copies of Your PHI maintained by 
the Plan that may be used to make decisions about Your Plan eligibility and benefits, with limited 
exceptions. The Plan may require You to make this request in writing to the Privacy Officer listed at the 
end of this Notice. Generally, the Plan will respond to Your request within 30 days after the Plan receives 
it; if more time is needed, the Plan will notify You within the original 30-day period. The Plan may deny 
Your request to inspect and copy in certain very limited circumstances. The Privacy Rule contains a few 
exceptions to Your right to inspect and copy Your PHI maintained by the Plan. You do not have the right 
to inspect or copy, among other things, psychotherapy notes or materials that are compiled in 
anticipation of litigation or similar proceedings. If Your written request is denied, You will receive 
written reasons for the denial and an explanation of any right to have the denial reviewed. If the 
information You request is maintained electronically, and You request an electronic copy, the Plan will 
provide a copy in the electronic form and format You request, if the information can be readily 
produced in that form and format; if the information cannot be readily produced in that form and 
format, the Plan will work with You to come to an agreement on form and format. If we cannot agree on 
an electronic form and format, the Plan will provide You with a paper copy. You have a right to choose 
to receive a copy of all or of only portions of your PHI. The Plan may charge a fee for copying or mailing 
Your PHI for You but may waive that charge depending on Your circumstances. If You make a request in 
advance, the Plan will provide You with an estimate of the cost of copying or mailing the requested 
information. 

2. Right to request an amendment of Your PHI. If You believe that there is a mistake or missing information 
in a record of Your PHI held by the Plan or one of its vendors, You may request in writing, that the record 
be corrected or supplemented. You have the right to request an amendment for as long as the PHI is 
kept by or for the Plan. Your request must be in writing and must include a reason or explanation that 
supports Your request. The Plan, or someone on its behalf, will respond usually within 60 days of 
receiving Your request. The Plan may deny the request if it is not in writing, it is determined that the PHI 
is correct and complete, not part of the PHI kept by or for the Plan, not created by the Plan or its 
vendors, and/or not part of the Plan’s or vendor’s records (unless the person or entity that created the 
information is no longer available to make the amendment), or not part of the information which You 
would be permitted to inspect and copy. All denials will be made in writing. Any denial will include the 
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reasons for denial and explain Your rights to have the request and denial, along with any statement in 
response that You provide, appended to Your PHI. If the Plan denies Your request for an amendment, 
You may file a written statement of disagreement, which the Plan may rebut in writing. The denial, 
statement of disagreement, and rebuttal will be included in any future disclosures of the relevant PHI. If 
Your request for amendment is approved, the Plan or the vendor, will change the PHI and inform You of 
the change and inform others that need to know about the change. If the Plan approves Your request, 
the Plan will include the amendment in any future disclosures of the relevant PHI. 

3. Right to request and receive an accounting of disclosures. You have a right to receive a list of routine 
and non routine disclosures that Plan has made of Your PHI. This right includes a list of when, to whom, 
for what purpose and what portion of Your PHI has been released by the Plan and its vendors. This does 
not include a list of disclosures for Treatment, payment, health care operations, and certain other 
purposes (such as disclosures made for national security purposes, to law enforcement officials, or 
correctional facilities). If the PHI disclosed is not an “electronic health record,” the accounting will 
include disclosures for the six (6) years prior to the date of Your request. In this case, as noted above, 
the accounting is not required to include all disclosures. If the PHI disclosed is an “electronic health 
record,” the accounting will include disclosures up to three (3) years before the date of Your request. 
Your request for the accounting must be made in writing. Your request must include the time frame that 
You would like the Plan to cover (this may be no more than six (6) years before the date of the request). 
You will normally receive a response to Your written disclosure for this accounting within 60 days after 
Your request is received. There will be no charge for up to one such list each year but there may be a 
charge for more frequent requests. The Plan will notify You of the cost involved and You may choose to 
withdraw or modify Your request at that time before any costs are incurred. 

4. Right to request restrictions. You have the right to request that the Plan restrict how it uses or discloses 
Your PHI for Treatment, payment, or health care operations. You also have the right to request a limit on 
the PHI about You that the Plan discloses to someone who is involved in Your care or the payment of 
Your care, like a family member or friend. The Plan will consider Your request but generally is not legally 
bound to agree to the request for restriction. However, the Plan will comply with any restriction request 
if (1) except as otherwise required by law, the disclosure is to a health plan for purposes of carrying out 
payment or health care operations (and is not for purposes of carrying out Treatment); and (2) the PHI 
pertains solely to a health care item or service for which You, or another person on Your behalf, has paid 
the health care Provider or other covered entity involved in full. Your request must be in writing. In Your 
request, You must tell the Plan (1) what information You want to limit; (2) whether You want to limit the 
Plan’s use, disclosure, or both; and (3) to whom You want the limits to apply, for example, disclosure to 
Your spouse. If the Plan does agree to Your restriction it must comply with the agreed to restriction, 
except for purposes of treating You in a Medical Emergency. 

5. Right to choose how the Plan contacts You. You have the right to request that the Plan communicate 
with You about Your PHI by alternative means or to an alternative location. For example, You may 
request that the Plan only contact You at designated address or phone number. Your request must be in 
writing. In Your request, You must tell us how or where You wish to be contacted. The Plan will make a 
reasonable accommodation of Your request for confidential communication. 
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6. Right to request a copy of this Notice in an alternative format. You are entitled to receive a printed copy 
of this Notice at any time as well as a non-English translation. You may ask the Plan to give You a paper 
or electronic copy of this Notice at any time. Even if You have agreed to receive this Notice 
electronically, You are still entitled to a paper copy of this Notice. Contact the Plan using the information 
listed at the end of this Notice to obtain an alternative copy of this Notice. 

F. Complaints 

If You believe Your privacy rights have been violated, You may file a complaint with the Plan, or with the 
Secretary of the Department of Health and Human Services. To file a complaint with the Plan, send a written 
complaint to the Privacy Officer listed at the end of this Notice. The Plan will not retaliate against You for filing a 
complaint, and You will not be penalized in any other way for filing a complaint. 

G. Contact Information for questions 

If You have questions about this Notice or would like more information about the Plan’s privacy practices, 
contact: 

Privacy Officer 
Minnesota Management and Budget / SEGIP 
400 Centennial Office Building 
658 Cedar Street 
Saint Paul, Minnesota 55155 
(651) 355-0100 
segip.mmb@state.mn.us 

mailto:segip.mmb@state.mn.us
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