


State Guardian ad Litem Board
GAL BOARD MEETING AGENDA
Northern Service Center, Room 370
1 Mendota Rd
W. St. Paul, MN  55118
April 14, 2016
9:00 am – 12:00 pm

I. Welcome – Suzanne Alliegro

II. Public Comment

III. Approval of the February 11, 2016 meeting minutes – Senior Judge Metzen


IV. Budget Summary – Suzanne Alliegro

V. 2016 Legislation – Suzanne Alliegro


VI. Appeal Panel Observation – Chief Anderson


VII. Internet Policy – Linda Potter


VIII. Program Administration Report– Suzanne Alliegro

IX. Executive Session

Future Board Meetings
May 12th – Northern Service Center
[bookmark: _GoBack]June 9th – Northern Service Center
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WHAT A GUARDIAN CAN AND CANNOT DO IN CASE

A Guardian ad Litem is an advocate for a child whose welfare is a matter of concern for the court. The role of the guardian ad litem and duties the guardian ad litem performs are set out in Minnesota laws and the Minnesota Rules of Guardian Ad Litem Procedures as created by the Minnesota Supreme Court.

The role of the Guardian ad Litem is to make recommendations to the court regarding the best interests of the child. The court considers the recommendations of a Guardian ad Litem along with all other evidence in the case including the testimony of the parties and witnesses. The court then determines the facts of the case and decides whether or not to include any of the Guardian ad Litem recommendations in the court’s order.     

A guardian ad litem can

· Listen to, observe and identify the child s needs and concerns

· Develop recommendations for the child based on observation, information from persons familiar with the child and review of the documents

· Present oral or written recommendations to the court regarding the child’s best interests

· Collect information about a child from persons familiar with the child including but not limited to parents, relatives, foster parents, teachers, social workers, therapists, tribal representatives and the child

· Read medical, psychological, therapist and school reports and assessments and other documents to understand other professionals’ concerns and strengths regarding the family and the child

· Attend meetings with professionals and caregivers in homes, schools, social services or other meeting locations 

·  Advocate for the child’s best interests

· Visit the child in a home or placement or other locations

· Have access to meet with the child alone 

· File motions with the court

· Request to be made a party to a Family Court matter to which the Guardian ad Litem has been appointed

· Make reports as a mandated reporter to social service when abuse or neglect is witnessed

A guardian ad litem cannot

· Act as the child’s social worker, therapist or lawyer

· Give legal advice to anyone in the case

· Enforce a court order or sanction a party

· Determine if abuse or neglect has occurred

· Transport children or parents

· Supervise services including mediation, visitation or parenting time exchanges

· Talk with every person involved in a child’s life 

· Although a Guardian ad Litem may recommend services, the Guardian ad Litem cannot refer a child or parent to a specific provider or schedule such services for a child or parent

· Remove a child from a home 

· Tell parties how or what a judge might rule on a case
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Use of the Internet and Other Electronic Tools
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POLICY STATEMENT



The Guardian ad Litem Program provides a variety of electronic tools such as telephones, cellular phones, smart phones, computers, mobile computing devices, facsimile machines, pagers, electronic mail (e-mail) systems, Lync, internet access, and a browser for employees whose job performance would be enhanced by the technology. The Guardian ad Litem Program faces the challenge of making maximum use of the benefits of such tools, meeting legal requirements for access to information, and providing adequate protection for proprietary information. This policy governs access to and the appropriate use of this technology on program owned equipment during work times as well as time periods before and after work and during break periods. 



User Responsibility



All employees and volunteers are responsible for appropriate use of the internet and other electronic communication tools in accordance with this policy. They are expected to adhere to the highest ethical standards when using the internet and other electronic communication tools.



Employees are prohibited from using a password or ID assigned to another employee without the manager’s approval. Employees are prohibited from sharing system passwords and IDs under this policy unless the sharing of system passwords and IDs is necessary and no alternative to shared passwords exists. 



Nonexempt employees are not permitted to monitor or respond to work related emails or other electronic communication during non-working hours unless they have been specifically directed to do so by their supervisor and are being compensated for their time or the time spent on the activity is de minimis[footnoteRef:1]. [1:  “De Minimis” means insubstantial or insignificant amounts of time beyond a worker’s scheduled hours; the amount of time involved must be so small, indefinite, or uncertain that the employer cannot, as a practical matter, record the time.

] 




Management Responsibility



Managers and Coordinators are responsible for ensuring the appropriate use of all program and/or program owned electronic communication tools, including e-mail, MNCIS, and internet access, through training, supervising, coaching, and taking disciplinary action, when necessary.



Nonexempt employees shall not be assigned or directed to monitor and respond to work related emails or other forms of work related electronic messaging during non-working hours unless they are being compensated for the activity or the time spent on the activity is de minimis.



Appropriate Use



The internet and other electronic communication tools are to be used for business purposes that increase timely and effective business communications of the Guardian ad Litem Program. Limited and reasonable use of time, property, or equipment (including internet and other electronic communication tools) to communicate electronically for private purposes, is permitted, provided this use, including the value of the time spent:

0. Results in no cost to the Guardian ad Litem Program or results in an incremental cost that is so small as to make accounting for it unreasonable or administratively impracticable. (Source: M.S. §43A.38, subd. 4);

0. Does not interfere with business usage;

0. Does not interfere with the employee’s job activities;

0. Does not interfere with other employee’s job activities; and

0. Does not otherwise violate this or any other Guardian ad Litem Board Policy (including, without limitation, Inappropriate Use, below). 

   

Inappropriate Use



Uses of the internet on program owned electronic communication tools that will not be tolerated include, but are not limited to:

· Illegal activities;

· Wagering, betting, or selling; 

· Transmission of harassing, disparaging, intimidating, abusive or offensive material to or about others;

· Commercial activities, e.g. personal for-profit business activities;

· Solicitation, except on agency-sanctioned activities;

· Promotion of political or private causes, positions or activities, and/or other unethical activities;

· Activities that demean the dignity of the program;

· Transmission, receipt, storage, display or viewing of, material that is or may be reasonably regarded as violent, harassing, discriminatory, obscene, sexually oriented or pornographic, including any depiction, photograph, audio recording or written word;

· Unauthorized access of or use of public and non-public data;

· Non-employee use (e.g. family member or friend) at work or away from work;

· Uses that are in any way disruptive or harmful to the reputation or business of the Guardian ad Litem Program; 

· Purposes other than program business, except limited and reasonable personal use;

· Sharing of system passwords and ID’s unless sharing of passwords and ID’s is necessary and no alternatives exist;

· Using a password or ID assigned to another employee without their permission. 



Review of material which would otherwise be prohibited under this policy is permitted for case related or other business related review purposes.



Storage, Retention and Disposition



The Guardian ad Litem Program will provide specific guidance on storage, retention and disposition of electronic messages.



Utilization of GAL Program Email Address



[bookmark: _GoBack]E-mails including the suffix @courts.state.mn.us, will not be used to participate in news groups, chat groups, on-line shopping, bulletin boards or anything else where the content is not clearly work-related. 



Proper Internet Use



Internet and e-mail use must be able to withstand public scrutiny without embarrassment to the Guardian ad Litem Program, its clients, its employees, or its volunteers if messages are forwarded beyond the intended recipients, accessed or inadvertently disclosed, subpoenaed in a legal action, or otherwise made public. Employees and volunteers should use generally accepted standards of business conversation related to Guardian ad Litem Program communications in all internet and e-mail communications being mindful of the type of message created, tone, and content. Content is always considered personal opinion unless specifically set forth as a Guardian ad Litem Program specific position.



Monitoring



Electronic communication devices owned by the Guardian ad Litem Program such as telephone, program provided cellular phones, smart phones, facsimile machines, mobile computing devices, pagers, e-mail systems, and internet access are Guardian ad Litem Program property. Like other program resources, they are intended to be used for program business and other agency-sanctioned activities. The Guardian ad Litem Program reserves the right to monitor all use of program owned cellular telephones, smart phones, telephones[footnoteRef:2], facsimile machines, pagers, mobile computing devices, e-mail, and internet resources.  Any and all software, data or other information stored on a program-owned computer may be monitored, read, examined, seized or confiscated as necessary at the time of use, during routine post-use audits, and during investigations. Employees and volunteers should not expect that any Guardian ad Litem Program communications via facsimile, voicemail, or e-mail message either sent or received, or any internet activities will remain private.  (Similarly other program-owned property, including but not limited to locked/unlocked desk drawers and cabinets, vehicles, and equipment may also be seized, confiscated, and or searched as necessary.)  Employees should not expect that any personal property that is maintained and/or stored in Guardian ad Litem Program work sites would remain private. The program reserves the right to monitor any use of these systems, including use of these systems while the  employee is on his/her own time, to access any information on these systems, and to take any action it determines to be appropriate with respect to that information. [2:  Electronic monitoring of telephone conversations will only occur if proper notice has been given, in accordance with Federal regulations for Stored Wire and Electronic Communications and Transactional Records Access (Federal Wire Tap Regulations) See 21 U.S.C. 2701-2711.] 




It is a supervisory responsibility to oversee use and to determine if internet and other electronic communication tools are appropriate to assigned work. Content of e-mail messages is not routinely monitored or disclosed. However, employees should understand that e-mail messages and internet transactions, including those they delete or erase from their own files, may be backed up or recorded and stored centrally for system security and investigative purposes. They may be retrieved and viewed by someone else with proper authority at a later date. Monitoring or disclosure may occur internally under administrative procedure and externally under subpoena or other legal actions, in connection with charges of improper or illegal actions by an individual, unexpected absence of an employee or upon request for public data and other appropriate business or technical reasons.



Downloading of Software



Unless authorized by the Guardian ad Litem Program Manager, employees shall not download software residing on the internet or bulletin boards on any program owned equipment. Downloading presents a significant risk of virus infection and license fee liability, and some of the software residing on the internet is inherently unreliable. If downloading is appropriately authorized, employees follow designated procedures for file transfer, virus scanning, and licensing. Employees should not assume that software is available for public use free of charge simply because there is no copyright or other intellectual property notice in or on the software. U.S. copyright law and that of many other countries, no longer require a copyright notice as a prerequisite to copyright protection. 



Anti‑Virus Measures



Incoming e-mail messages containing attachments may imperil systems by importing viruses. Such attachments should be routinely scanned for viruses prior to using or executing the attachments.



Software Piracy Policy



Any software introduced by an employee into the workplace must be licensed and used in accordance with the license.  It is the responsibility of the employee introducing such software to produce the license upon demand or be subject to discipline and/or be responsible for indemnifying the Guardian ad Litem Program for any liability incurred by it.







Related Policies

Code of Ethics Policy

Confidentiality Policy

Electronic Data Management Policy

Records Retention Policy

Teleworking Policy and Procedure

Use of Social Media Policy



Applicability

This policy applies to all employees and volunteers within the Guardian ad Litem Program.



Consequence 

Violation of this policy may be cause for discipline, up to and including discharge.  Volunteers who violate this policy may be subject to appropriate sanction, including loss of position.















Approval:



________________________________________

Senior Judge Leslie Metzen, Chair

Guardian ad Litem Board



___________________________________

Date
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State Guardian ad Litem Board

GAL BOARD MEETING MINUTES

Northern Service Center, Room 370

1 Mendota Rd

W. St. Paul, MN  55118

Thursday, February 11, 2016

9:00 am – 12:00 pm



Present: Acting Chair Leslie Metzen, John Day, Lindsay Flint, and Senior Judge Paul Nelson, Chief Blair Anderson and Sherry Haley via bridge line.



GAL Board Staff Members Present: Suzanne Alliegro, GAL Program Administrator; Andrew Buss, GAL Program and Training Analyst; Linda Potter, GAL HR Program Manager and Dana Ahlness, 2nd District GAL Program Manager and Leslie Byrd, Office Assistant.  



I. Welcome/Opening Comments – Acting Chair Judge Metzen welcomed everyone to the meeting.



II. Public Comments – Christine Eyal gave public comment regarding issues with the GAL Program and alleged inconsistencies in an article written in  City Pages and Chuck Freiberg gave comments regarding concerns with his case



III. Approval of January 14, 2016 board meeting minutes – The January board meeting minutes were reviewed. It was motioned, seconded and approved to accept the January board meeting minutes



IV. Budget Summary– The budget summary was reviewed and discussed.  A number of the districts are running deficits due to increased child protection cases and the need for temporary staff to handle appointments. The funds received last session from the legislature will be used to assist the districts that have no reimbursement funds to cover deficits.



V. Complaint Procedure Revisions – The Complaint Investigation and Appeals Process Policy was revisited with suggested revisions to include time frames for the various steps in the complaint process. There will be complaint response forms to be used by the managers as part of the process.  It was motioned, seconded and approved to adopt the revisions of the Complaint Investigation and Appeals Process Policy with the suggested revisions. 



VI. Update on meeting with Chief Justice – Senior Judge Nelson

Judge Nelson and Suzanne met with Chief Justice Gildea, State Court Administrator Jeff Shorba and Judge Florey, Chair of the COPS Committee, to discuss the COPS Committee recommendations to the Judicial Council. The Judicial Council feels the GAL Board should enforce the current complaint procedure. They have requested that GAL family court appointments not be eliminated. The Council is willing to explore a pilot project in a district aimed at more effective use of guardians ad litem in CHIPS cases and the pilot will likely be in the 10th District. There did not appear to be interest in the brief focused assessment pilot. There is support for additional funding for guardian ad litem services and the Council will support efforts to secure funding.  The Chief Justice spoke with the Governor regarding the program budget request and received a favorable response.  The Council will explore ways to enhance judicial education on the role of guardians ad litem in non-mandatory cases. Justice Gildea will speak with the Implementation Committee which consists of the ten chief judges, regarding the 518.165 statute and the Rules of Guardian ad Litem procedure to ensure that judges not order the guardian ad litem to go beyond the scope of their duties including precluded roles.  



Given the recommendations of the Judicial Council and the actions of the Chief Justice regarding the role of the guardian ad litem in family court, the board decided not to seek statutory changes this legislative session.  If there are continued problems with guardian ad litem work in family court, the Board will discuss pursuing statutory changes next session.  



VII. ICWA Guardian ad Litem Position – The position description for the ICWA Guardian ad Litem classification was reviewed and Linda gave the reasons for the classification. The classification is the same pay grade as the guardian ad litem position. It was motioned, seconded and approved to adopt the ICWA Guardian ad Litem position classification



VIII. Use of Internet and Other Electronic Tools – The Use of Internet and Other Electronic Tools Policy was reviewed and discussed.  Both additions and deletions to the policy language were made. Linda will modify and make changes where necessary to be reviewed again at the next GAL Board meeting. 



IX. Records Retention Policy – The Records Retention Policy was reviewed. After discussion, it was suggested that the policy be reviewed by Judy Rehak for consistency with the Judicial Branch Rules of Public Access and consult with her regarding any necessary changes. The board will revisit this policy at the next meeting.



X. Program Administrator’s Update –Suzanne and the GAL Board chair should conduct individual meetings with the chair and vice-chair of the funding committees in the senate and house. It’s suggested that the GAL managers have individual meetings with the finance committee members and possibly a judge from that district attend the meeting with them as well and possibly providing testimony as needed.  Suzanne will put together a handout regarding the information from the budget request that was submitted, some of the issues that the board has addressed and a discussion on questions we might anticipate.



XI. Election of GAL Board Chair – Senior Judge Leslie Metzen was nominated to be the GAL Board Chairperson for the ensuing term.  Judge Metzen agreed to chair the GAL Board until the end of her term.  Election of Judge Metzen was approved. 



XII. Executive Session – Executive Session was held.





Future Board Meeting Dates

March 10th, Northern Service Center, W. St. Paul

April 14th, Northern Service Center, W. St. Paul

May 12th, Northern Service Center, W. St. Paul
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