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Customer update

The Office of Enterprise Technology (OET) is pleased to 
announce that, in cooperation with the Department of 
Administration’s Materials Management Division, it has 
entered into an Enterprise Agreement (EA) license with 
Oracle on behalf of the State of Minnesota.  This EA  
covers all state Identity and Access Management  
applications and the state employees, citizens and  
business partners that use them. 

Organizations Included

This agreement includes Identity and Access  
Management products used by:

All Minnesota state government (executive,  •	
legislative, and judicial branches)

MnSCU•	

As part of any of the above organizations, your licenses 
are covered in this agreement. Contact OET prior to 
any purchase, upgrade, or renewal of any Oracle IAM 
product(s). This EA does not include counties, cities or the 
University of Minnesota.

Use Cases

If your organization has an identity management project 
such as web sign-on or user provisioning, please contact 
us.  We want you to understand what products and  
services are available from OET.

Contact Information

For more information, contact OET Client Relations:

651-296-4466

oet.services@state.mn.us

New Enterprise Agreement license for the State of Minnesota

Oracle Identity and Access Management (IAM) Products

Oracle products included in the EA License

Oracle Adaptive Access Manager
Strong Authentication, Proactive, Real-Time Fraud Prevention

Oracle Adaptive Access Manager provides superior protection 
for businesses and their customers through strong yet easy-to-
deploy multifactor authentication and proactive, real-time fraud 
prevention.

Identity and Access Management Suite Plus
Comprehensive, Best-in-Class, Hot-Pluggable Solution

Oracle’s Identity Management offerings are available as a 
comprehensive identity management suite. The best choice for 
identity management projects expected to expand beyond 
their initial scope. The Suite includes: 

Oracle Access Manager ••
Oracle Identity Manager including Oracle Virtual Directory••
Oracle Identity Federation with Fedlet ••
Oracle Directory Services Plus – formerly SUN Directory Server••

Identity Analytics (formerly Sun Role Manager)
Actionable Identity Intelligence. Accelerated Compliance.  
Identity & Access Governance.

The transition of Identity Management from an IT concern to 
core business enabler is powered by identity intelligence. Oracle 
Identity Analytics (formerly Sun Role Manager) empowers you 
with rich identity analytics and dashboards, so you can monitor, 
analyze, review and govern user access in order to mitigate risk, 
build transparency and satisfy compliance mandates.

Identity Manager Connectors
Enterprises need to automate enterprise-wide provisioning and 
de-provisioning of user accounts across heterogeneous environ-
ments. Organizations want major identity lifecycle events such 
as new hires, transfers & terminations to be driving provisioning 
actions. Oracle Identity Manager (OIM) provides a centralized 
user provisioning platform for realizing such automation. OIM 
Connectors are pre-packaged solutions that integrate target 
applications with OIM.


